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Swedish Certification Body for IT Security

COMMON CRITERIA CERTIFICATE

Fortinet FortiGate™ Next Generation Firewalls
and FortiOS 5.2.7 CC Compliant Firmware

Firmware version: build b718
Hardwate: FG-60D, FGR-60D, FWF-60D, FG-92D, FWF-92D, FG-100D, FG-140D-PoE, FG-200D, FG-300D,
FG-500D, FG-600D, FG-900D, FG-1000D, FG-1200D, FG-1500D, FG-3200D, FG-3700D, FG-3815D and FG-5001D
Virtual models: FortiGate-VM-00, FortiGate-VM-01, FortiGate-VM-02, FortiGate-VM-04, FortiGate-VM-08

Product Manufacturer: Fortinet Inc.
Type of product: Boundary Protection Device
Assurance Package: EAL 4 + ALC_FLR.3
Evaluation Facility: Combitech AB

Certification Report FortiGate, CSEC, 2016-09-30, version 1.0, 15FMV4757-54:1

15 through decision

2016-10-03
certified in accordance with Common Criteria and the Swedish Certification S cheme

s e

Dag Stréman
Head of CSEC

The IT-product identified in this certificate has been evaluated by an accredited evaluation facility using a meth-
odology defined in the Common Methodology for I'T Security Evaluation version 3.1 tevision 4, for con-
formance to the Common Critetia for I'T Security Evaluation, version 3.1 revision 4. The validation has been
conducted in accordance with the requirements in SWEDAC’s Regulations and General Guidelines (STAFS
2007:21) for Bodies Certifying I'T-security and is based on the conclusions presented in the evaluation technical
report. This certificate is not an endorsement of the IT-product by the certification body or by any other organisa-
tion that recognises or gives effect to this certificate. The certificate is only applicable to the specific product and
version in the configuration that has been evaluated according to the certification repott. For information regard-
ing the current status of the certificate, please contact CSEC or look at the CSEC website.




