Ansökan om nyttjande av Försvarsmaktens autentiseringskedja

Vid användning av informationssystem, som ska hantera och förvara säkerhetsskyddsklassificerad uppgift från säkerhetsskyddsklass KONFIDENTIELL och uppåt, ska tvåfaktorsautentisering användas. Autentisering skall ske med TEID-kort. Kort och programvara för tvåfaktorsautentisering beställs av FMV:s projektledare efter ansökan från företaget.

För att få nyttja Försvarsmaktens autentiseringskedja i form av TAK/TEID/KrAPI/CUAP måste företaget tillhandahålla uppgifter enligt denna ansökan. Ansökan ska bifogas IT-säkerhetsredovisningen som bilaga och skickas till FMV Säkerhetsskydd, 115 88 STOCKHOLM.

# Sökande

|  |  |
| --- | --- |
| Sökande företag | Klicka eller tryck här för att ange text. |
| Organisationsnummer | Klicka eller tryck här för att ange text. |
| Adress och postadress | Klicka eller tryck här för att ange text. |
| Säkerhetsskyddschefens namn, telefonnr, e-postadress | Klicka eller tryck här för att ange text. |

# IT-systemets högsta säkerhetsskyddsklass

|  |  |  |  |
| --- | --- | --- | --- |
| KVALIFICERAT HEMLIG[[1]](#footnote-1) |  | HEMLIG |  |
| KONFIDENTIELL |  | BEGRÄNSAT HEMLIG |  |

# Behovsbeskrivning

|  |
| --- |
| **Vilket projekt och/eller IT-system avser ansökan?** |
| Klicka eller tryck här för att ange text. |
| **Hur många kort, klientcertifikat, servercertifikat, KrAPI-installationer, etc behöver sökanden inledningsvis?** |
| Klicka eller tryck här för att ange text. |
| **Hur många kort, klientcertifikat, servercertifikat, KrAPI-installationer, etc behöver sökanden vid full drift?** |
| Klicka eller tryck här för att ange text. |
| **Uppskattad behovsplan** |
| Klicka eller tryck här för att ange text. |

# Signalskydd

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Har sökanden signalskyddsavtal med FMV? | Ja |  | Nej[[2]](#footnote-2) |  |
| Om ja, vilken typ? | Signalskydds-avtal |  | Signalskydds-avtal ”light” |  |
| Ange FMV:s diarienummer på signalskyddsavtalet | Klicka eller tryck här för att ange text. | | | |

## Signalskyddsorganisation

### Sökande med signalskyddsavtal

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Signalskyddschefens namn, telefonnr, e-postadress | Klicka eller tryck här för att ange text. | | | |
| Finns lokal PKI-organisation? | Ja |  | Nej |  |

### Sökande med signalskyddsavtal ”light”

|  |  |
| --- | --- |
| IT-säkerhetschefens namn, telefonnr, e-postadress | Klicka eller tryck här för att ange text. |
| Kortutlämnarens namn, telefonnr, e-postadress | Klicka eller tryck här för att ange text. |

# Underskrift

|  |
| --- |
|  |
| Klicka eller tryck här för att ange text. |
| Namnförtydligande |

1. Om uppdraget innehåller KVALIFICERAT HEMLIG (KH) uppgift skall denna ansökan hanteras och förvaras som säkerhetsskyddsklassificerad uppgift enligt 2. kap 5 § säkerhetsskyddslagen (2018:585) och sekretessklassificerad enligt 18 kap 8 § offentlighets- och sekretesslagen (2009:400). [↑](#footnote-ref-1)
2. Om NEJ kommer FMV att hemställa hos Försvarsmakten om behov av att få använda Försvarsmaktens autentiseringskedja. Om Försvarsmakten godtar hemställan kommer FMV att inleda processen för att teckna signalskyddsavtal med sökanden. [↑](#footnote-ref-2)